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## Conceptos básicos

### Los datos responsables en Mercy Corps

Mercy Corps tiene un compromiso con la protección de los datos personales de los participantes del programa, los miembros del equipo, los visitantes y los socios de todo el mundo. El propósito de la Política de datos responsables de Mercy Corps es establecer principios para el uso transparente, seguro y responsable de los datos personales en la agencia e incorporar esos principios a nuestro trabajo diario.

### Datos

Toda unidad de información, compuesta por letras, números, símbolos, imágenes o cualquier combinación de estos. Los datos existen tanto en formato físico como digital.

### Datos Persona de interés

Todo individuo al que se lo puede identificar directa o indirectamente, especialmente mediante referencia a los datos personales.

### Datos personales

Información de identificación personal (PII) o información de identificación demográfica (DII), lo que incluye la información que se puede usar para identificar a una persona de interés o a cualquier grupo demográfico específico. Los ejemplos más comunes son el nombre, la dirección, el número de teléfono, la fecha de nacimiento y el número de seguro social o de identificación nacional.

### Datos sensibles

Esta información generalmente se utiliza como base para apuntar a un grupo o individuo en particular. Los ejemplos más comunes son la raza, la religión, la opinión política, la orientación sexual, la salud o la información biométrica.

### Información de identificación personal (PII)

Información que está relacionada con una persona física identificada o identificable ("persona de interés"); una persona identificable es una persona que puede ser identificada, directa o indirectamente, especialmente mediante referencia a un número de identificación o a uno o más factores específicos de su identidad física, fisiológica, mental, económica, cultural o social.

### Información de identificación demográfica (DII)

Información que se puede usar para identificar a una comunidad o a un colectivo en particular, ya sea geográfico, étnico, religioso, económico o político.

### Procesador de datos

Persona física o jurídica, autoridad pública, agencia u otro organismo que procesa el contenido y el uso de los datos personales, la información de identificación personal o la información de identificación demográfica, a solicitud del controlador de los datos. Al margen de si dichos datos son o no recolectados, almacenados, procesados o divulgados por esa parte o por un agente que lo represente.

### Controlador de los datos

Persona física o jurídica que, sola o en conjunto con otras personas, determina los objetivos y los medios para la recolección, el almacenamiento, el procesamiento o la difusión de los datos personales, la información de identificación personal o la información de identificación demográfica.

## Enfoque de los datos

**Manejo de los datos**Abarca todas las disciplinas y procesos relacionados con el uso de los datos. Supuesto básico: los datos son un recurso que vale la pena proteger.

### Interés legítimo

Fundamento legal para procesar los datos personales. El interés legítimo asume que hay un propósito válido y necesario para procesar los datos. Si un individuo ejerce su derecho a la privacidad de los datos, el interés legítimo puede ser invalidado.

### Minimización de los datos

Enfoque de recolección de los datos: recolectar solo los datos que son adecuados, relevantes y que se limitan a lo que es necesario en relación al interés legítimo para el procesamiento de los datos.

### Desidentificación

Todas las actividades o los métodos de procesamiento de datos que funcionan para evitar que se revele la identidad de la persona de interés. Tipos: Anonimización y pseudonimización.

### Anonimización

Proceso por el cual los datos personales se convierten en anónimos, de modo que ya no se pueda identificar a la persona de interés. Los métodos más comunes son, entre otros, quitar determinada cantidad de datos personales o aplicar un rango de valores en determinados conjuntos de datos personales.

**Pseudonimización**  
Procesamiento de datos personales, de tal forma que estos datos ya no se pueden atribuir a una persona de interés específica sin el uso de información adicional, siempre que dicha información adicional se conserve aparte y esté sujeta a medidas técnicas y organizacionales que garanticen que los datos personales no se le atribuyan a una persona física identificada o identificable.

### Consentimiento informado

Toda indicación de acuerdo libre, específica e informada de parte de la persona de interés, con respecto a la recolección y al procesamiento de los datos personales relacionados a dicho sujeto. Este acuerdo se puede dar mediante una declaración verbal o escrita o mediante una clara acción afirmativa. El acuerdo se debe obtener en el momento de la recolección de los datos personales, o tan pronto como sea posible posteriormente.

## Fuentes de los datos

### Acuerdo de divulgación de datos (DSA)

Acuerdo entre Mercy Corps y un tercero que establece los términos y condiciones de uso de los datos personales, incluyendo qué parte de los datos se comparten, el modo de transferencia, cómo se pueden usar los datos, las medidas de seguridad de los datos y otros asuntos relacionados.

### Evaluación de impacto en la privacidad (PIA)

Proceso que asiste a las organizaciones en la identificación y el manejo de los riesgos de la privacidad relacionados con una nueva actividad, por ejemplo, nuevos programas, tecnología o políticas.

### Solicitud de persona de interés

Proceso por el cual una persona de interés solicitaría consultar, cambiar o eliminar sus datos personales o información complementaria.

## Marco legal

### Reglamento General de Protección de Datos (RGPD)

El Reglamento General de Protección de Datos es una normativa de la ley de la Unión Europea (UE) sobre la protección y privacidad de datos en la UE y el Espacio Económico Europeo (EEE). El RGPD principalmente apunta a darles a los individuos el control de sus datos personales y simplificar el entorno normativo para las actividades comerciales internacionales unificando la normativa dentro de la UE, así como también la transferencia de datos a países no pertenecientes a la UE.

### Delegado de protección de datos (DPO)

Según el Artículo 37 del RGPD, si una organización recolecta o procesa los datos personales de los ciudadanos de la UE, la organización debe designar un delegado de protección de datos. Los delegados de protección de datos trabajan para asegurarse de que su organización cumpla con el RGPD y que siga las mejores prácticas en la protección de datos y la privacidad.

Mercy Corps Europe tiene un delegado de protección de datos, con quien se puede comunicar en [mce-dataprotection@mercycorps.org](mailto:mce-dataprotection@mercycorps.org). Al momento de redactar este documento, Mercy Corps Global no tiene un delegado de protección de datos, pero se puede comunicar con el equipo en [dataprotection@mercycorps.org](mailto:dataprotection@mercycorps.org).